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You can use Kusto to query Azure Active Directory (Azure AD) logs stored in Log Analytics to define a rule of an Azure Monitor
alert.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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You plan to add to a job to a GitHub workflow that will deploy a container-based web app to Azure Web Apps.
You need to ensure that a previous job in the workflow completes successfully before the new job can run.

'Which GitHub workflow element should you add to the workflow?

needs
uses

runs-on

O00®O

contains
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Access to GitHub secrets requires at least collaborator access.

Select Yes if the statement is true. Otherwise, select No.

QO Yes
® No
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GitHub secrets you create are passed to workflows that are triggered by pull requests from a fork.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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Every job in a GitHub workflow always executes if the job preceding it completed successfully.

Select Yes if the statement is true. Otherwise, select No.

QO Yes
® No
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GitHub Script requires Nodejs to run.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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YYou can review the outcome of GitHub Script execution on the Actions tab of the GitHub portal.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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Azure Reservations are available in Pay-As-You-Go subscriptions.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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Enterprise Agreement customers commit to paying for a negotiated amount of Azure services.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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YYou have an Azure Artifacts feed named Feed1.

You plan to create an Azure DevOps pipeline named Pipeline1 that will make a NuGet package named Package available via
Feed1.

YYou need to create a .NET Core CLI task in Pipeline1 that will set the version of Package1.

‘Which command should you use in the task?

O bpack
O build
QO lpush
(® lpublish
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You manage an Azure Artifacts feed named Feed1. Feed1 contains a package named Package1.
You need to update Package1 by adding a new feature that is fully backward compatible.

What should you update in the version of Package1?

(® minor version
O major version
O patch
QO suffix
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You manage a project in Azure DevOps named Project1. Project1 contains an Azure Artifacts feed named Feed1. Feed1 does not
contain any public upstream sources.

You need to connect Feed1 to a public source of .NET packages.

To which upstream source should you connect in Azure Artifacts?

O NuGet
(® Maven
O npm

(O Chocolatey




image19.png
For compiled programming languages, a package must contain the source code.

Select Yes if the statement is true. Otherwise, select No.

QO Yes
® No
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You manage a project in Azure DevOps named Project1. Project1 contains an Azure Artifacts feed named Feed1 and an Azure
DevOps build pipeline named Pipeline?. Pipeline1 builds an Azure web app artifact by using a .NET project stored in a GitHub

repo.
You plan to add a reference to a NuGet package named Package1 to the .NET project code.
You need to designate that the project should use the first version of Package that is newer than 1.0.

Which notation should you use in the project file?

® (.0)
Ona
O a9
O (.04
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You manage a project in Azure DevOps named Project1. Project1 contains an Azure Artifacts feed named Feed1. Feed1 does not
contain any public upstream sources.

You need to connect Feed1 to a public source of Java library packages of.

To which upstream source should you connect in Azure Artifacts?

(® Maven

O npm

O NuGet

(O Chocolatey
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You can sign-in interactively to Azure Pipelines Microsoft-hosted agents.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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You plan to create a YAML Azure Pipelines build pipeline that will use Azure virtual machines from your Azure subscription as build
agents.

Which YAML schema elements must you include in the YAML build pipeline?

O pool name
O pool visage
(® environment

O =
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You have a project in Azure DevOps named Project1. Project1 contains five self-hosted agents. Each self-hosted agent appears
with a different list of capabilities in the Azure DevOps portal.

You plan to create a YAML build pipeline named Pipeline1 in Project1.
You need to ensure that Pipeline1 will run only on the self-hosted agents that include the npm capability.

What should you do?

O In Pipeline, include the (demands| YAML schema element.
(® In Pipeline, include the (depends on YAML schema element.
O In Project1, configure an execution plan of the agent job.

O In Project1, configure a new service connection.
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You can choose a Microsoft-hosted Azure Pipelines agent that runs Windows, Linux, or macOS.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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Congratulations, you passed!
You've renewed your Microsoft Certified: DevOps Engineer Expert and have extended it by one year.
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You have an Azure subscription named Sub1. Sub1 contains resources that are configured for Azure Application Insights to
forward their metrics and logs to Azure Monitor.

You need to identify a method to view related alerts aggregated by using machine learning in the Azure portal.

What should you use?

(® Azure Monitor smart groups

(O Azure Monitor action groups

(O Smart Detection in Application Insights
O Application Insights funnels
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Site reliability engineers divide their time between deploying applications to production and keeping the applications operational.

Select Yes if the statement is true. Otherwise, select No.

QO Yes
® No
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You have a globally distributed Azure web app named WebApp1 that is configured for Azure Application Insights.

You receive a Smart Detection-generated alert regarding an issue with WebApp1 that results in an exception every time users in
Singapore open a specific page.
You need to verify whether the issue is limited to specific regions.

What should you do?

(® Configure availability tests.

O Configure user flows.

(O Modify the Smart Detection rules.

(O Update the Application map components.
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The name of a Log Analytics workspace must be globally unique.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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The first element of a Kusto query is the name of the table you are running the query against.

Select Yes if the statement is true. Otherwise, select No.

® Yes
O No
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You manage an Azure subscription named Sub1. Sub1 s associated to an Azure Active Directory (Azure AD) tenant named
contoso.com.

You identify that an Azure AD user account named user]@contoso.com might be compromised.
You need to review the changes that User1 performed since the most recent sign-in.

Which log should you use?

@® audit log

QO sign-inlog

O risky sign-ins log

O users flagged for risk log




